


Challenges for the Corporate and Banks

Multiple devices Forgot your password?
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3SKey

WHAT?

- Personal identity solution (PKI)
- Multi-bank Token

- Authentication and signatures
- Across banking systems

- Scalable and cost effective

FOR?

- Strong user authentication
- Assured data integrity

- Solid proof of sender




3SKey Step-by-step

STEP 1: The bank distributes the 3SKey tokens to corporate
customers
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STEP 2: The corporate user activates the token on 3SKey.com
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3SKey Step-by-step

STEP 3: Each bank associates independently the users identity
with the 3SKey token
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3SKey Step-by-step

STEP 4: The Corporate user signs and approves instructions with
Its banking partners using the 3SKey token
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3SKey for Corporates

EASY
to use
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3SKey for Banks

DEMAND
from customers

KEEP CONTROL
of user’s identity

REDUCE COSTS
IT expenditures



3SKey offers financial and operational benefits

TCO per token (3 year basis)

[CO per user (3 year basis)

Financial benefits

SWIFT 3SKey solution is more
cost-effective than a bank PKI
in all 3 scenario’s

o

Institution with small user Institution with medium-sized Institution with large user
base and limited needs  user base andregular needs base and extended needs
- Bank PKI

35Key

Operational benefits

Keep control over Growing take-up of Powered and
user registration 3SKey within vendor maintained by
and KYC community SWIFT

Multi-bank

Acceptance

This study has been conducted by SEALWeb, a team of internationally recognized PKI experts who managed PKI projects in the bank & insurance and other
sectors over the past 10 years. The case study figures are representative of the average time and budget which SEALWeb clients usually spend on such projects.
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() Estimated based on # of user groups
(™ Source: SWIFT for Corporates Bank Readiness Certification Programme



More information

Welcome to 35Key
SWIFT Secure Signature Key

A multi-bank and multi-network personal
digital identity solution

Want to know more? €
Getting started? ©

Access the 35Key portal

Check that your 3SKey USB
token is correctly plugged in
hefore you log in.

Log in

Need help logging in?

SWIFT @ 2010

www.3skey.com
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http://www.3skey.com/

